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This AGBRIDGE™ Data Services and Subscriptions Data Policy explains how Customer data, as defined in 
the Nutrien Ag Solutions AGBRIDGE™ Subscription Contract (“Contract”), is collected, used, and protected 
by Nutrien Ag Solutions (“Nutrien”). 

Data Ownership 

Customer data is the property of the Customer that legally owns the equipment from which the data was 
generated. To further clarify, data generated and stored within a Customer’s “machine folder” on the 
AGBRIDGE™ Cloud Server (“Server”) is the sole property of that Customer, whether that Customer paid 
Nutrien directly for their AGBRIDGE™ Subscription Contract or payment was made to or by an Authorized 
Adviser as defined in the Contract. 

Collection of Customer Data 

All data collected using AGBRIDGE™ Services (“Services”) is done so at the sole discretion of the 
Customer through interaction with the field computer installed on each machine from which the data 
originates. Only data selected by the Customer is stored on the Server and synced with computers as 
directed by the Customer’s Account. Wireless transport of data requires the data to first be downloaded from 
a machine’s field computer to an AGBRIDGE™ Drive (“Drive”) where the data will remain until the 
Customer decides to delete the contents of the Drive. Wireless transport of data that is resident on a 
Customer’s Drive to the Server requires that the data first be transported using the AGBRIDGE™ Mobile 
App (“App”) to the Customer’s mobile device, where the data is stored until it is transported to the Server via 
either cellular or Wi-Fi data transmission. Once the data has been successfully transported to the Server, 
that data is deleted from the Customer’s mobile device’s mass storage by the App.  

Use and Sharing of Customer Data 

AGBRIDGE™ Services is a wireless data transport solution designed to transfer a Customer’s agriculture 
data files between the office and field. In the case of transport from the field to the office, all data is 
transported exactly as it is delivered to the Drive. In the case of transport from the office to the field, all data 
is transported exactly as it is delivered to the Server via the sync client software or a third party as directed 
by Customer. Nutrien explicitly warrants that Customer data is not shared by Nutrien with any third party 
except as directed by Customer in the case of a Linked Account as defined in the Contract; or as required to 
provide AGBRIDGE™ Services as described in the Contract. 

Customer Data Security 

Nutrien stores Customer data on secure servers owned and operated by Amazon Web Services. Data files 
are backed up once per day and backups are stored for 7 days. Amazon Web Service’s Service Level 
Agreement stipulates 99.95% server uptime and 99.999% storage availability. 
 
Access to customer data is controlled via a unique User Name and Customer controlled secure passwords. 
Customer has full control over data sharing with third parties via the AGBRIDGE™ Portal at 
www.agbridgemobile.com. While Nutrien strives to ensure no unauthorized access, disclosure, or use of 
grower data occurs, in that unlikely event, Nutrien will immediately seek to minimize and address the issue, 
and the affected Customer(s) will be notified by Nutrien or the Customer’s Authorized Adviser. 

http://www.agbridgemobile.com/

